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BASE

basunpyetca Ha KoHUenuuu rpynn

[pynna He nMeeT PU3NYECKNX U
reorpaunyecknx orpaHn4YeHnm

[ pynna 3anvHTepecoBaHa B Nofy4YeHnn
onpegeneHHoro NoToka AaHHbIX

XOCT OOJTKEeH NOoAKMIoYUTCA K rpynne ¢
nomoLlubio creunansHoro npotokona (IGMP)

XOCT JormkeH ObITb YNIEHOM rpyMnbl YTOObI
nosiyyaTtb MOTOK.



Addressing

. The Internet Assigned Numbers Authority
(IANA) controls the assignment of IP multicast
addresses. It has assigned the old Class D
address space to be used for IP multicast. This
means that all IP multicast group addresses will
fall in the range of 224.0.0.0 to
239.255.255.255.

. Note: This address range is only for the group
address or destination address of |IP multicast
traffic. The source address for multicast
datagrams is always the unicast source



Reserved Link Local Addresses

. The IANA has reserved addresses In the
224.0.0.0 through 224.0.0.255 to be used by

network protocols on a local network segment.
224.0.0.1 All systems on this subnet

224.0.0.2 All routers on this subnet
224.0.0.5 OSPF routers
224.0.0.6 OSPF designated routers

224.0.0.12 DHCP server/relay agent



Address types

. Globally Scoped Address

The range of addresses from 224.0.1.0 through
238.255.255.255 are called globally scoped
addresses. They can be used to multicast data
between organizations and across the Internet.

. Limited Scope Addresses

The range of addresses from 239.0.0.0 through
239.255.255.255 contains limited scope
addresses or administratively scoped
addresses.



Layer 2 Multicast Addresses

. Ethernet MAC addresses to be 0100.5e00.0000

through 0100.5e71.ffff

. The mapping places the lower 23 bits of the IP
multicast group address into these available 23
bits in the Ethernet address
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L3 Multicasting

. PIM SM (sparse mode)
. PIM DM (dense mode)



ip multicast-routing

. dyn3(config-if)# ip pim
sparse-mode[dense-mode]

. dyn4(config)# ip pim rp-address 4.4.4 .4 1
override

. dyn4(config)# access-list 1 permit 224.1.1.1



Base troubleshooting

Source Network Receivers
Signaling NA Check Network Signaling Check Receiver Signaling
Packet Flow [ Check Source PacketFlow || Check Network Packet Flow Check Receiver Packet Flow




QoS



Actions at ingress

Actions at egress
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Read ingress interface

configuration for classification.

Trust CoS (IP and non-IP traffic).

Trust DSCP (IP traffic).

Assign DSCP dentical
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IP and
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