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Anytime or anywhere where is connectivity 

for mobile devices,

it requires secure solutions.

offers transparent mobile security.



• Cloud storage is cheap

• Data is everywhere

• There are even more ways for data to leak from company

• Data has value in the real world, including from seemingly legitimate 
sources 

Lack of efficient authentication mechanisms and defense mechanisms 
are the primary cause of incidents for mobile users!

Reality bites…
Lose of important internal data have always been a risk 

Most common threats



In order to build advanced and protected wireless network you need: 

Experts Wi-Fi controller with 
database

Network 
equipment

Internal 
documentation

Expensive, time-consuming and complex.

Problem 1 − Wi-Fi setup, within the same Company



..in the end, this is sadly the result..

• No user or access control
• No central management or monitoring
• Different network names
• Confusing to use

• Difficult to administer many networks 
• Huge security risk
• Same password for everybody…always.
• Staff spend a lot time configure devices
• Management has no control



Problem 2 − Corporate tools for remote access are not 
perfect

Office

Unsafe access



What is the cost, if any?

• The average time spending on access issues per 
company/month is 6½ hours. (loss of man-hours not counted)

That’s a lot, isn’t it?

• The annual loss per company is in average − 40.000 NOK.

• In Norway the cost is estimated to 2 billion NOK.



But that is not the worst..

If manager can´t answer yes on these questions, you need to take action
• Do your staff have the tools to do the jobb?

• Do everyone share same password?

• Do you know who has access to our data network?

• Do you know who has access to our data files?

• Are our data safe ?

Then it́s time to action



has something you may like…



INFOSS Box

INFOSS Air Pro Box

INFOSS Pro Box

Secure Wi-Fi - Secure VPN

INFOSS Cloud Portal



• Happy and loyal staff, they have the tools for the job.

• Companies saves money

• Management are safe, and in control

• Easy and secure access management.

• Saving budget for IT-resources.

• Data is secured within company, no “lost” files.

Why                       then?

Benefits for the enterprise market:



Players Market within Managed Wi-Fi solutions



Players Market within mobile VPN solutions



Thank you for your time.

Please contact me for further information.

jo@infoss.no

Portable phone. 46111111


